ONCOSEM ONKOLOJIK SISTEMLER SAN. VE TiC. A.S.

BiLGi SISTEMLERI YONETiMi POLITIKASI

Bu politika,

ONCOSEM ONKOLOJIK SISTEMLER SAN. VE TiC. A.S. 'nin bilgi varliklarinin is siirekliliginin
saglanmasi, bu bilgi varliklarina yonelik risklerin yonetiimesi ve bilgi varliklarinin is amaglarina
uygun kullaniimasi icin gerekli kurallari ve yaklagimlarimizi tanimlar.

Sirket faaliyetlerimizi gerceklestirirken bilginin alinmasi, olusturulmasi, islenmesi, aktarilmasi
tutulmasi, arsivienmesi ile ilgili yapilacak calismalarda bilgi varliklarimizin gizlilik, glvenlik ve
butinluginu koruyacak sekilde Bilgi Gulvenligi Yoénetim Sistemi (BGYS)'nin ISO 27001
standardinin gereklerini yerine getirecek sekilde kurulmasi, yénetilmesi ve surekli iyilestiriimesi
amaclanmistir.

Bu politika, Sirketimizin tim birimlerini, c¢alisanlarimizi ve mdusterilerimizi kapsamaktadir.
Calisanlarimiz (Kullanici) bu politikanin ekinde belirtilen kurallara, sitire¢ ve talimatlara uymakla
yukimltdurler ve bu politikayl okuyarak isbu Politika ‘da tanimlanan kurallara uymayi taahh(t etmis
olurlar. Calisanlarimiza, bilgi guvenligi farkindalhigini artirmak amaciyla teknik ve davranigsal
yetkinliklerini gelistirecek sekilde egitimler gerceklestirilecektir.

Bilgi guvenligi yonetim sistemi kapsami dahilindeki bilginin gizlilik, buttnlik, erisilebilirlik etkilerini
degerlendirmeye yonelik bir gerceveyi tanimlamak.

Hizmet verilen kapsam baglaminda teknolojik beklentileri gdézden gecirerek riskleri strekli takip
etmek.

Tabi oldugu ulusal veya sektorel dizenlemelerden, yasal ve ilgili mevzuat gereklerini yerine
getirmekten, anlagsmalardan dogan yukumluliklerini karsilamaktan, i¢ ve dis paydaslara yonelik
kurumsal sorumluluklarindan kaynaklanan bilgi guivenligi gereksinimlerini saglamak.

Hizmet surekliligine yonelik bilgi givenligi tehditlerinin etkisini azaltmak ve sureklilige katkida
bulunmak.

Gerceklesebilecek bilgi glivenligi olaylarina hizla miidahale edebilecek ve olayin etkisini minimize
edecek yetkinlige sahip olmak.

Kurum itibarini gelistirmek, bilgi guvenligi temelli olumsuz etkilerden korumak.

BGYS, surekli ve sistematik olarak degerlendirilecek ve gelistirilecektir. Sistemin kurulmasindan,
surekli gelistiriimesi ve kontrolinden Bilgi Guvenlik Yonetim Sistemi YOneticisi sorumludur.



Bilgi guvenlidi ile ilgili tim yasal mevzuat ve stzlesmelere uyulacaktir. Sirketimizin bilgi guivenligi
riskleri “Risk Yonetimi Sireci’ ne goére tanimlanmis olup; isbu politika Sistematik olarak gézden

gecirilecektir.

Bilgi Guvenligi Politikasi’ nin en etkili sekilde uygulanacadini; Bilgi Guvenligi Yonetim Sistemi’ni
diger yonetim sistemlerimizle batlnlesik sekilde yoneterek surekli gelistirilecegini ve kontrol
edilecegini; glvenlik ihlallerinde gerekli yaptirimlarin uygulanacagini taahh(t ederiz.

ONCOSEM ONKOLOJIK SISTEMLER SAN. VE TiC. A.S.

1. GENEL KURALLAR

Calisanlar, ONCOSEM A.S. 'in Bilgi Glvenligi Yonetim Sistemi (BGYS) ISO 27001 Standardi
geregi isbu Bilgi Guvenlik Politikasina, ONCOSEM A.S. Personel Yoénetmeligi'ne, Disiplin
Yoénetmeligi'ne, Bilgi Glvenlik Politikasinda atif yapillan veya bahsi gegen tim prosedurlere,
talimatlara, mevzuata ve isbu taahhiutname sartlarina uymayi, ve gorevlerine iligkin bilgi ve
belgelerin gizliligini korumayi taahhiit ederler. Her ONCOSEM A.S. calisani bilgi gizliligini
korumakla sorumludur ve “Personel Bilgilendirme Forumu’nu imzalar.

Sirket calisanlari, gerceklestirdikleri ¢alismalar sonucunda olusturduklari her tirll bilgi, dosya
velveya programin saklanmasi/muhafazasi ve fiziksel glivenliginin saglanmasindan sorumluduriar.

Elektronik Bilgiler:

» Sirket galisanlari kendi bilgisayarlari Gzerinde yer alan degerli ve kritik bilgilerinin
Ortak  Kullanim  Sunucusu  Uzerinde givenli  olarak yedeklenmesinden
Sorumludurlar. Bu nedenle, ¢alisanlar tarafindan isle ilgili degerli ve kritik bilgiler, kisisel
bilgisayarlarda muhafaza edilmek yerine, Ortak Kullanim Sunucusu iginde ¢alisan igin
ayrilmis “Paylasimli” ve “Ozel” isimli galisma dosyalarinda muhafaza edilecekir.

+  Sirket tarafindan tahsis edilmis kisisel bilgisayarlar ve Ortak Kullanim Sunucusu Uzerinde
kullanicinin izni ve vyetkisi disindaki belge, bilgi veya yazilim aligveriginde
bulunulmayacaktir.

* Yetkisi olmayan galisanin, Sirket'in gizli ve hassas bilgilerini gérmesi veya elde etmesi
yasaktir. Bu nedenle, kisisel bilgisayarlar tUzerinde problem olustugunda, yetkisiz kisiler
tarafindan miidahale edilmeyecektir ve karsilasilan sorunlar yetkili kisilere bildirilecektir.

*  Ortak Kullanim Alanlarin ‘da gereksiz yer kaplayacak ve is ile ilgili olmayan muzik ve resim
dosyalari, oyunlar, filmler ve benzeri programlarin (mpg, mpeg, avi, exe, com, gif, jpg
uzantili dosyalar) bulundurulmasi yasaktir.

Kagit Ortamindaki Bilgiler:
* Hassas olsun veya olmasin, g¢aligsanlarin gorevlerine iligkin bilgi ve belgelerin gizliligi
korunacak, bilgi ve belge niteligindeki k&gdit ortamdaki dokimanlar, “Back Up Kullanma

Talimati”’na gore kayit altina alinacaktir.



Sirket galisanlari mesai saatleri disinda ve izinli oldugu dénemlerde masalarinin Gzerinde
Sirkete ait hassas olsun olmasin higbir belgeyi agikta birakmayacaktir.

Hassas bilgileri iceren kagit ve elektronik depolama ortamlari kullaniimadi§i zaman Kkilitli
dolap vel/veya kasa iginde korunacaktir.

Bilgi ve Haberlesme Sistemleri ve Donanimlari:

internet, ortak kullanim sunuculari, e-posta, telefon, ¢agri cihazlar, faks, bilgisayarlar,
mobil cihazlar ve cep telefonlari da dahil olmak UGzere Sirket Varlik Yonetimi Sireci
uyarinca yonetilirler.

Sirket telekomunikasyon cihazlar kullanilirken ilgili yasa ve dizenlemelere uyulur.

Sirket icin veya Sirket adina alinmig olan, Sirket calisanlari veya ilgili kisiler tarafindan
Sirket icin gelistirilmis olan tim donanimlar Sirket'in malidir. Tim donanimlar, ilgili lisans,
uyari, s6zlesme ve anlagsmalar uyarinca kullanilacaktir.

Sirketin bilgi ve haberlesme sistemleri ve donanimlari 6ncelikli olarak Sirket islerinin
gerceklestiriimesi icin kullanilir. Sirket ¢ikarlariyla cakismadigi ve kullanim miktarlari Sirketi
maddi zarara ugratmayacak limitler dahilinde kullanildigi sUrece telekominikasyon
cihazlarinin kigisel kullanimina izin verilir. Ancak, Sirketin normal operasyon ve is
aktivitelerini engelleyemez. Kisisel kullanimlarda asirilik tespit edildigi durumlarda Sirket
telekomunikasyon cihazinin kullanimini kisittama ve iptal hakkini sakl tutar.

Kullanicilar telekominikasyon cihazlari ile yaptiklari tim iletisimden sorumludur.

Sirket telekomlnikasyon cihazlarini higbir sekilde yasa disi kullanilamaz. Sirket
telekomunikasyon cihazlarini uygunsuz icerigi saklamak, erismek, indirmek ve iletmek igin
kullanilamaz. Kullanicilarin telekomuinikasyon cihazlarini kullanmak igin gerekli kimlik
bilgilerini bagkalarina vermeleri yasaktir. Ayrica bilgi, zararli yazilimlara karsi taramadan
geciriimeden Sirket agina aktarilamaz.

Bu sistemlerin yasa disi, rahatsiz edici, Sirketin diger politika, standart ve rehberlerine
aykiri veya Sirkete zarar verecek herhangi bir sekilde kullanimi, bu politikanin ihlal edildigi
anlamina gelir.

PAROLA KULLANIMI VE UZAKTAN SISTEME ERiSIM KURALLARI

Sirket calisanlarinin  gergeklestirdikleri ¢alismalar icin kullanimlarina verilmis masa Ustl

bilgisayarlar,notebooklar ve/veya mobil cihazlar Uzerinden Sirket bilgisayar agina erismeleri
saglanmaktadir. Bilgi kaynaklarina erisim “Sifre Talimati” ve “Uzaktan Erisim Talimati”’na

uygun olarak gerceklestirilecektir.

Uzaktan erisim, ¢alisanlara verilen “Kullanici Hesaplari (User Account)” ile saglanmaktadir.
Sunucular ve ag cihazlari da dahil olmak tzere erisim kontroliniin saglanmasi ve yetkisiz
erisimin engellenmesi amaciyla her “Kullanici Hesabi” igin kullanici adi ve parola
verilmektedir.

Her trlG kullanici sifresi galisanin sorumlulugundadir.

Calisanlar kendilerine verilen kullanici adi ve parolalari kullanirken kendilerine duyurulan
“Parola Kullanim ve Yonetim Talimatina uyacaklardir.



Gerekmedikge bilgisayar kaynaklari paylasima acgilmayacaktir, kaynaklarin paylasima
acilmasi halinde de mutlaka “Parola Kullanim ve Yo6netim Talimatr’ kurallarina gére hareket
edilecektir.
Calisanlar, IT departmani bilgisi digsinda uzaktan erigimle

baglanamaz, baglanirken ve baglantiyr keserken bilgi verir, ¢calisirken isiyle ilgili
olmayan dosyalara giremez. Yapilan uzaktan erisimlerin tamami kayit altinda tutulacaktir.
insan Kaynaklari ile ilgili yaziimlara (PDKS), veri tabanina ve dosyalara iK’'nin bilgisi ve
izni diginda ulasilamaz. iK ile ilgili yazilimlar ve veri tabaninda ADMIN kullanict,
IK Mudarirdir. Loglar ise Bilgi islem Bélimi’'ne agiktir.
Kullanicilar, kendilerine erisim izni verilmis olan bilgiler ve alanlar disindaki bilgi ve alanlara
erisim girisiminde bulunmayacaklarini taahhut etmislerdir. Bu nedenle, yetkili olunmayan
sunuculara erigilmesi; i¢ ve dis ag guvenligini veya ag trafigini bozacak eylemlere girisilmesi
yasakitir.
Sirkete, musterilere, hizmet verilen diger Gg¢lUncu taraflara ait olan her turli bilginin
aciklanmasi, ¢ogaltiimasi, degistiriimesi, saptiriimasi, yok edilmesi, kaybedilmesi, amaci
disinda kullaniimasi, ¢alinmasi veya yetkisiz olarak erigilmesi yasaktir.

INTERNET KULLANIM KURALLARI

Sirketin internet kaynaklari kullanilirken ilgili yasa ve dizenlemelere uyulur.

Sirketin internet kaynaklari éncelikli olarak Sirket islerinin gergeklestiriimesi icin kullanilir.
Sirket cikarlariyla gcakismayacak, Sirket'e zarar vermeyecek veya itibarini sarsmayacak
sekilde internet kaynaklarinin kisisel kullanimina izin verilmektedir.

internet'ten temin edilecek ve is icin kullanilacak her bilginin giiveniliiginden siiphe
duyulmali ve alinan bilginin eski ve hatali olma olasiligi oldugu bilinmelidir.

Kullanicilar kigisel bilgisayarlari ve/veya mobil cihazlari Uzerinden kendi kullanici
hesaplariyla internet lzerinde gerceklestiriien tim islemlerden sorumludur. Bu nedenle
kullanicilar kullanici hesaplarini ve parolalarini uygun sekilde saklar ve baskalar ile
paylasamaz ve “Sifre Talimati”na uygun olarak degistirir.

internetten korsan yazilim, uygunsuz yazili ve grafik malzemenin herhangi bir sekilde
indiriimesi, kendisine ait olmayan parola, kendisine ait olmayan kredi karti numaralari ile
alisverig yapilmasi kesinlikle yasaktir. Ayrica, anti virus programlari, kirik programlar, ekran
koruyucu, yamalar, masaustu resimleri, yardimci, tamir edici programlar gibi her tiirli dosya
ve programlarin indirilmesi ve/veya kurulmasi Bilgisayar isletim Sistemleri'ne zarar verdigi
icin yasaktir.

Sirket mali sayilan, Sirket i¢ kullanimi igin hazirlanmig, Sirket'in musterileri ile iliskilerini
veya Sirket imajini etkileyecek, Sirket tarafindan onaylanmamisg, her turli bilgi, belge,
dosya, duyuru ve/veya yazilimin (is potansiyelleri, birim maliyetleri, fiyatlar, yatirimlar, ihale
bilgileri vb.), Sirket tarafindan verilen gorevler disinda kullanimi ve dagitiimasi, internet
Uzerinden satilmasi, agiklanmasi, kiralanmasi ve/veya baskaca bir yontem ile Sirket
disindaki Gglncu kigilere herhangi bir nedenle iletiimesi kesinlikle yasaktir. Sirket'e ait
onemli bilgilerin yetkisiz kisilere verildigi veya agiklandigi belirlendiginde veya bu konuda
siiphe olustugu durumda, insan Kaynaklar Yénetmeligi ve Disiplin Sureci uygulanir.



4,

Sirket kaynaklari, uygunsuz igerigi saklamak, baglanti olarak vermek, yer imi olarak
eklemek, erismek ve géndermek igin kullanilamaz.

YAZILIM KULLANIM VE FiKRi MULKIYET HAKLARINA UYUM KURALLARI

Sirket bilgisayarlarina kurulan yazihmlar “Sirket Varlik Yénetimi Stireci” uyarinca

yonetilirler.

Sirkete ait yazilimlar kullanilirken ilgili yasa ve dizenlemelere uyulacaktir.

Yazilimlar ilgili lisans, uyari, kontrat ve anlasmalar uyarinca kullanilacaktir.

Sirket icin veya Sirket adina kullanim hakki alinmig olan, Sirket ¢alisanlari veya Sirket icin
gelistirilmig olan tim yazilimlar Sirket varlik envanterine kayith olup Sirket malidir.
Kullanim haklarinin ihlalinin  énlenmesi igin yazihmlar Sirket tarafindan givenilir
kaynaklardan ve Satinalma Sureclerine uygun olarak saglanacaktir.

Sirketin internet kaynaklari ve haberlesme alt yapisi, onaylanmamis, Ucretsiz ticari higbir
yazilim icin kullanilamaz. Sirket izni olmadan ticari higbir yazilim kopyalanamaz,
gdnderilemez, alinamaz veya ¢ogaltilamaz.

Yazihim ve diger drnler igin, yalniz lisansli strimlerin lisans adetleri dahilinde kullanildigi,
Sirket tarafindan yapilacak kontrollerle denetlenecektir.

Lisans veya sOzlesmelerinde aksi belirtiimedigi strece yazilimlarin, yedekleme ve
arsivieme disinda, herhangi bir sekilde kopyalanmasi ilgili Mevzuata gore suctur.
Kanunlarca yasaklanmasinin yani sira, izinsiz yazilim kopyalanmasi isbu Politikanin ihlal
edilmesi anlamina gelmektedir.

ANTI-VIRUS POLITIKASI

Sirket bilgisayarlarinda lisansli anti-virtis yazilimi yiklenir ve daimi calismalari saglanir.
Anti-viris yazihmi yUkli olmayan bilgisayarlarin, kullanima agiimasi ve Sirket agina
baglanmalari yasaktir. Anti viris yazihmi yikli olmayan bilgisayarlar tespit edildiginde,
Sirket’in ilgili birimine haber verilecektir.

Hicbir kullanici anti-viris yaziimini kullandigi sistemden kaldiramaz ve baska anti-virls
yazilimini sistemine kuramaz.

Zararli viris programlarini (6rnegin; virusler, solucanlar, truva ati, e-posta bombalari vb.)
Sirket bunyesinde olusturmak ve dagitmak yasaktir.

Anti viris yazilimi kullaniimadig durumlarda kablosuz erisim (Kizil6tesi, Bluetooth, vs)
Ozellikleri aktif halde olmamalidir ve mimkunse anti-virlis programlari ile yeni nesil virislere
karg! korunmalidir.

ELEKTRONIK POSTA KULLANIM KURALLARI

Sirket e-posta kaynaklari kullanilirken ilgili yasa ve diizenlemelere uyulur.

Sirket e-posta kaynaklari oOncelikli olarak resmi ve onayh Sirket islerinin
gerceklestiriimesi igin kullanilacaktir.

1. Sirket calisanlari tanimlanan gorevlerinin yerine getirilmesinde
kendilerine saglanacak sirket kaynaklarini kullanarak elektronik posta

gonderecek / alacaklardir.



2. Sirket calisanlari kendi kullanici hesaplariyla gergeklestirilen tim e-posta
islemlerinden sorumludur.

3. Sirket calisanlari kendi yetki alanlarindaki kurumsal elektronik postalarin yetkisiz
kisiler tarafindan gériinmesi ve okunmasini engellemekten sorumludurlar.

4. E-posta sistemlerinde parola kullanilir. Kisisel parolalar, Sirketin yetkili sorumlulari
dahil UGglnci kisilere gosterilemez veya baskalariyla paylasilamaz. Aksi durumlarda,
parolasini paylasan kisi parolayr 6grenen kisinin kendisi adina yapacaklarinin
sorumlulugunu kabul etmis sayilir. Kisisel parolalar, calisanin is s6zlesmesinin
sonlandiriimasi ve acil durumlarda Admin Yetkili Sorumlu tarafindan iptal edilir.

5. Elektronik posta erigimi icin kullanilan donanim/yazilim sistemleri yetkisiz erisimlere
kars! korunur.

+ Sirket ¢alisanlan elektronik postalarini diizenli olarak kontrol etmelidir.
1. E-postalar mimkin olan en kisa slrede vyanitlanacak veya ilgili kisiye
yonlendirilecektir.
2. E-posta eklentileri kritik ve degerli olan dokiimanlar “Sunucu Gilivenlik
Talimati” ‘na uygun sekilde arsivlenecektir.

3. “Konu” kisminda “Duyuru” yazmasa bile “Kime” kisminda c¢ok kullaniciyi iceren
Duyuru amagh e-postalarin gonderilme yetkisi Insan Kaynaklan
Departmani’ndadir. Duyuru amaciyla gdnderilecek olan e-postalar insan

Kaynaklari Midiri’niin kontroliinden sonra, insan Kaynaklari Midiirii tarafindan ilgililere
duyurulur.

4, SQirket  disina gonderilen tim e-postalarda  asagidaki uyari
mesajl bulunacaktir:

“Bu e-posta mesaji ve ekleri génderildigi kigi ya da kuruma 6zeldir ve gizlidir. Ayrica hukuken
de gizli olabilir. Higbir sekilde Ugincl kigilere agiklanamaz ve yayinlanamaz. Eger mesajin
goénderildigi alici degilseniz bu elektronik postanin igerigini agiklamaniz, kopyalamaniz,
ybnlendirmeniz ve kullanmaniz kesinlikle yasaktir ve bu elektronik postayi ve eklerini derhal
silmeniz gerekmektedir. ONCOSEM A.S. bu mesajin igerdigi bilgilerin dogrulugu veya eksiksiz
oldugu konusunda herhangi bir garanti vermemektedir. Bu nedenle bu bilgilerin ne sekilde olursa
olsun igeriginden, iletiimesinden, alinmasindan, saklanmasindan ve kullaniimasindan sorumiu
degildir. Bu mesajdaki goériigsler gbnderen kigiye ait olup, ONCOSEM A.S.’in gorisglerini
yansitmayabilir.

This e-mail and its attachments are private and confidential and intended for the exclusive use of
the individual or entity to whom it is addressed. It may also be legally confidential. Any disclosure,
distribution or other dissemination of this message to any third party is strictly prohibited. If you are
not the intended recipient you are hereby notified that any dissemination, forwarding, copying or
use of any of the information is strictly prohibited, and the e-mail should immediately be deleted.
ONCOSEM A.S. makes no warranty as to the accuracy or completeness of any information
contained in this message and hereby excludes

any liability of any kind for the information contained therein or for the transmission, reception,
storage or use of such information in any way whatsoever. The opinions expressed in this message
are those of the sender and may not necessarily reflect the opinions of ONCOSEM A.S.. ”



Sirket calisanlarinin elektronik posta kullaniminda ahlaki kurallara ve yiiriirliikteki

mevzuata uygun hareket etmeleri zorunludur.

1.

Sirket gikarlariyla gatismadidi siirece ve sistemi gereksiz mesgul edecek buiytklikte
olmamasina dikkat etmek sarti ile e-posta kaynaklarinin kigisel kullanimina izin
verilmektedir.

Calisanlar, elektronik posta ile uygun olmayan igerikler (pornografi, irk¢ilik, siyasi
propaganda, fikri mulkiyet iceren malzeme vb.) génderemezler.

Kisisel kullanim igin internet'teki listelere (iye olunmasi durumunda Sirket elektronik
posta adresleri kullaniimaz.

Sirket elektronik posta sistemi, taciz, suistimal veya herhangi bir sekilde alicinin
haklarina zarar vermeye yoOnelik 6deleri iceren mesajlarin génderilmesi icin kesinlikle
kullanilamaz.

Sirketin e-posta sistemi Ucretsiz veya ticari higbir yazilimin alinmasi, Bilgi islem
bolimu bilgisi haricinde gonderilmesi veya saklanmasi i¢in kullanilamaz.
Kullanicilarin bilgi paylagimini elektronik posta yonlendirme, dosya sunuculari ve diger
yetkilendirilebilir Bilgi Guvenliginin belirlemis oldugu mekanizmalarini kullanarak
yapmalari gerekir.

Sirket calisanlari diginda sistem Uzerinde elektronik posta kutusu yaratiimaz.

Kullanicilar gereksiz elektronik postalan silmekle yiikiimludur.

1.

Elektronik postalar virls, elektronik posta bombalari ve Truva ati gibi zararl kodlar
icerebilirler.

Kaynag! bilinmeyen elektronik postalar ve ekinde gelen dosyalar; zincir mesajlar ve
mesajlara ilistiriimis her tirlG ¢alistirilabilir dosya igeren elektronik postalar; kullanici
kodu/parolasini girmesini isteyen elektronik postalar herhangi bir islem yapilmaksizin
Bilgi islem Departmanr’na bilgi verilecek; kesinlikle agilmayacak, yanit yazilmayacak
ve derhal silinecektir ve kesinlikle bagkalarina iletiimeyecektir.

E-posta Yazilimi

1.

Kullanicilar sadece Sirketin yetkili birimlerince onaylanmis e-posta yazilimlarini ve
konfigurasyonlarini kullanabilirler.

E-posta yaziliminin mevcut glvenlik ayarlarini degistirmek yasaktir.

Kullanicilar e-posta yaziliminda génderen kimligini gizleyecek 6zelliklerini kullanmalari
yasaktir.

Sirket kullanicilan igin elektronik posta hesabi alimi ve kullanimi, kullanimdan

kaldinimasi, insan Kaynaklar departmani bilgilendirilmesi ile Bilgi Teknolojileri

Yoneticisi tarafindan yonetilir.

Tiim elektronik posta sistemleri ve bu sistemler iizerinde yaratilan, tutulan
ve/veya saklanan mesaj, bilgi ve dosyalarin hepsi (yedeklenen kopyalari dahil) Sirket

bilgi varligi olarak kabul edilmektedir.

Giivenliginden emin olunmayan bilgisayarlardan (6rnegin internet cafe gibi ortak

kullanim alanindaki bilgisayarlar) web e-posta sistemi kullanilamaz.



7.

IZLEME VE DENETLEME HAKLARI

Sirket asagidaki haklarini sakl tutar; ve c¢alisanlar Sirket'in izZieme ve denetleme haklarini isbu

Politikay! okuyarak haberdar olmus ve kabul etmislerdir.

Bilgi guvenligi yonetim sistemleri ve bu sistemlerle gerceklestirilen aktiviteleri izleme,
kaydetme ve periyodik olarak denetleme,

internet sistemleri kullanilarak yapilan tim iglemleri izieme,

Sirket, e-posta sistemleri kullanilarak yapilan tim islemleri izleme,

Tespit edilen ve lisans anlagsmalarina uymayan yazilimlari kullaniciya haber vermeden
kaldirma,

Kullanicinin yazihmlarla gergeklestirdigi aktivitelerle ilgili bilgiyi G¢lncU partilerle, emniyet
kuvvetleriyle veya yargiyla kullanicinin izni olmadan paylagsma hakkini,

Kullanicinin internet sisteminde, e-posta sisteminde, ortak kullanim sunucularinda ve
tasinmaz veya tasinabilir sirket mobil ara¢ ve ekipmanlarinda gerceklestirdigi aktivitelerle
ilgili bilgiyi G¢lncl partilerle, emniyet kuvvetleriyle veya yargiyla kullanicinin izni olmadan
paylasma

UYGULAMA VE CEZA

Bilgi Glvenligi Politikasi’'na ve burada belirtilen diger politika, siire¢ ve talimatlara uymayanlar

hakkinda Disiplin Sureci baslatilacak olup; sorusturma neticesinde uyarma, kinama, para cezasi,

s6zlesme feshi yollarindan bir ya da birden fazlasi uygulanacaktir.

Gerekli goruldigu durumlarda yasal islem baslatilacaktir.



